
 
 
Security Officer Awareness Training 
 
November 9 & 10, 2021 
Registration:  Day 1  8:00 AM 
Business Session: Day 1 & 2 8:30 AM – 3:00 PM 

Marriott Prattville Hotel & Conference Center 
 
Security has been a priority to the financial sector for years, However, with more crimes taking place, banks are now 
forced to safeguard people, data and assets within their organization. This training will address hot topics today that 
have impacted financial institutions internally and externally. Get the latest information to bring back to your 
organization for a fantastic training session!   
 
Workplace Violence – this session will be very detailed (morning session) and includes the recent trends, profiles, 
security measures, and preventative training that should take place in all branches. 
 
Bank Robbery – Newest Security Protocols – How has mask wearing changed how we prevent a bank robbery 
from taking place?  We will review recent statistics, technology and recommendations that banks are following across 
the country. 
 
Crime Prevention at your branch location – We will revisit the new techniques on how to complete a security 
assessment of your branch internally and externally. 
Ransomware – This session will explore the ins and outs of this top cyber crime today.   Newest detection methods 
and training will be discussed in length. 
 
Cyber Security and the newest scams of 2021 - A complete review of the newest cyber scams in the recent year 
will be explored, along with new scams and tricks that customers are falling victim to. 
 
Covid 19 Part 2 - and how banks have been impacted – This session will discuss some of the challenges banks 
have faced since Covid 19 started, including fraudulent activity, challenges for loans, insurance claims and safety 
precautions that have been addressed since it all started. 
 
How Social Media has changed banking today – this is an updated version of a session we did years ago.   How is 
social media helping/hurting the financial institutions today in 2021?   This session will review the most recent trends 
of social media that apply to the workplace. 
 
Fraud and more fraud – Keeping you up to date with the newest fraud scams, threats, statistics and cases in the 
financial institutions’ world. 
 
PRESENTED For ABA by: Susan Wind 
 

WHO SHOULD ATTEND: Information/Cyber Security Officers, Risk Managers, Compliance Officers, Internal 
Auditors, CEO/President, IT, Operations, anyone responsible for developing and or maintaining the Information/Cyber 
Security Program and related documents. 
 

FEES:  
Members: $745 
Non-Members: $1195 
 
QUESTIONS? EMAIL Debbie Pharr at dpharr@alabama.bank  
  
By registering for this seminar, you give your permission to be photographed and for those photographs to be used by the association.  
 
ABA Cancellation Policy: A processing fee of $100 applies to all cancellations. We will gladly refund 100 percent of your registration fee (minus $100 processing fee) if notice  
is given by 12:00 noon, 10 business days before an event.  
After 10 business days, no money can be refunded, credited or transferred, although substitution of a participant is welcomed.   
Schools and sessions 2 days or more, cancellation processing fee ~ $200 or more TBD. 
Late Registration:  Please note, there will be a $50 late registration fee for all attendees that register later that 10 business days before the seminar. 
Non-ABA Members:  Prepayment is required for all non-member attendees for any event. 
Early Bird Rates:  When applicable, to qualify for the early bird rate, full payment MUST be received by advertised date. Otherwise, additional billing for the regular rate will be 
necessary. 
 
Note: If registrant has received any manual/handouts prior to cancellation, no money can be refunded, credited or transferred. 

 

http://imis.alabamabankers.com/testimis/AlabamaBankers/Hotels/Prattville_Marriott.aspx
mailto:dpharr@alabama.bank

